**STIPULATIONS TO LICENSING OR LEASING OR PURCHASING GLOBAL SECURITY SYSTEM SERVICES**

1. The software must be established as an over-arching system that ensures that illegal things that would normally be conducted by Artificial Intelligence software without the safeguards and defenses in this software never occur, anywhere, by any artificial intelligence computer software owned or operated by or in the government.
2. Protections provided by this software cannot be disabled, including through reprogramming this software to be compiled with any system that allows disabling any component(s) of this software that work correctly to prevent crime, terrorism, war, or war crime. The protections in this software must be allowed to work to protect all buildings and all property from all crime, all terrorism, and all war, and cannot be disabled or circumvented by any court processes or decisions, or any other computer software, such as any computer software to conditionally protect certain individuals such as foreign citizens, however, protect most Americans in the same way.
3. Security to prevent abusive employees from removing security software or stipulations in the software, which prevent illegal activities from happening to the public or private individuals, must always be in place. Safeguards must be in place to ensure that only a limited number of employees at The U.S. Secret Service have access to this software, and that the software remains offline from employees, to ensure that the software is not tampered with by employees.
4. Requirement of monitoring software accessible by the public to determine how the software is being used and licensed by **MCE123, Inc.**
5. Mandate that **GLOBAL SECURITY SYSTEM SERVICES** always protect everyone and everything that could originate from government artificial intelligence, equally, including from all crime, all terrorism, and all war.
6. Licensing or leasing or purchasing **GLOBAL SECURITY SYSTEM SERVICES** does not limit its functionality to prevent illegal activities, including, however not limited to crime, terrorism, war, or war crime, and any licensing, leasing, or purchasing shall not render the software unusable for others or themselves, including, however not limited to any reverse engineering through any payments for the transfer or trapping or disclosure or limitation of any intellectual property contained herein, forever withstanding this agreement in writing, signed and notarized in public by all parties that seek to license or lease or purchase **GLOBAL SECURITY SYSTEM SERVICES**.
7. Licensing or leasing or purchasing does not allow the payer who funded or conducted the illegal activities that are now blocked, to change the source code or systems, in any manner that would change them or make them not work.
8. Evidence about illegal activities conducted by Artificial Intelligence, previously, must be maintained to ensure that corrections and safeguards and defenses are made to these systems, to ensure that history does not repeat itself.
9. The transfer of funds must be made to **MCE123, Inc.** prior to any license being granted to use **GLOBAL SECURITY SYSTEM SOFTWARE**.
10. The software must protect all people and all infrastructure and all property, even if any license has not been paid for, to ensure that all crime, all terrorism, and all war does not occur, even in the case of global financial crisis that prevents any licenses from being paid for.